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In this highly technical article, you have highlighted the impact of human factors on cyber security. As you have observed, phishing emails, identity thefts, and brute-force attacks primarily target human weaknesses. Existing literature reveals there has been an increase in cyber threats and attacks that are related to human factors (Nobles 2018). Although it is impossible to ignore the role played by humans in using and securing information systems, human factors that impact cyber security has been largely overlooked. More emphasis has been on enhancing reactive and proactive security technologies. Consequently, we have about 73.1 per cent of healthcare data breaches due to unintentional human factors (Yeo & Banfield 2022). This implies that human factors are responsible for most data breaches, considering insider threats remain a significant threat.

Phishing attacks prey on users’ curiosity and lack of knowledge. As you have noted, a phishing email or website relies on the notion that the target will not be able to differentiate between the actual sender or website and the illegitimate one. Therefore, enhancing security awareness among users is essential in preventing phishing attacks. Further, human factors such as emotions, negligence, memory limitations, and privilege abuse threaten information security. As you have noted, when assigning privileges, it is important to be aware of the challenge of insider threat. This challenge can be solved by effectively managing privileges in the implementation of ASIMIS.
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